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Prior to installing the Navigator or Sierra software, it is important to
Jollow these steps to insure proper functionality. This is an outline that
should be followed exactly in Windows 10.

First, we'll configure Folder Options.
In Windows 10, you'll begin by opening a window in File Explorer. This can be done by clicking
on your computer, or just pulling open the Documents tab from the Start menu.

Once here, click on the top left-hand ‘File’ menu, and select ‘Change folder and search options’.

P v
XITRON.,

XITRON, LLC

4880 VENTURE DRIVE
SuITE 500

ANN ARBOR, Ml 48108

WWW.XITRON.COM

A | v 5 | ThisPC
Frequent places
D Open new window 4
1 Desktop
n Open command prompt 2 Downloads
3 Documents
- - - 4 Dropbox
- T 5 Pictures
v— 6 Universal Engraving
r [ Change folder and search options 7 Color Arts Printing
& Valley Printing
o Help 2 9 Eric
Virtual Machines
x Close

In the View tab, match these selections:

Folder Options

General Search

Folder views
You can apply this view (such as Details or lcons) to

all folders of this type.
Reset Folders

Apply to Folders

Advanced settings:

| I+/| Mways show icons, never thumbnails |
|| Always show menus
Digplay file icon on thumbnails
Display file size information in folder tips
[ Display the full path in the title bar
Hidden files and folders
(O) Don't show hidden files, folders, or drives
(®) Show hidden files, folders, and drives
Hide empty drives
[] Hide extensions for known file types

Files and Folders ”

Hide folder merge conflicts A

Restore Defaults

OK Cancel Apply

Folder Options

General View  Search

Folder views
You can apply thig view (such as Details or lcons)to

all folders of this type.
Reset Folders

Apply to Folders

Advanced settings:

Show status bar ~

Show sync provider notifications

[ Use check boxes to select items

| [] Use Sharing Wizard (Recommended) |
When typing into list view
() Automatically type into the Search Bax
(@) Select the typed item in the view

Navigation pane

[] Expand to open folder

[ Show &l folders

[] Show libraries

Festore Defaults

QK Cancel Apply




Next, we want to prohibit the computer platform from going to sleep.

Go to Windows > Settings

QuickTime

Revo Uninstaller . :

Calendar

Search

Settings e
B e

Skype
e Microsoft Edge Photos w

Skype Preview @rus

Don't sell your paf
Smith Micro company! [ cvmmmmm——
g XITRON,,

Sticky Notes Skype Preview i L ) Drawboard PDF

Q

umoOmixO

Store

-

TAP-Windows

From here, Click ‘System’
Windows Settings

Find a setting je

= isy w4

System Devices MNetwork & Internet Personalization
Display, notifications, apps, Bluetooth, printers, mouse Wi-Fi, airplane mode, VPN Background, lock scree
power colors
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Click to highlight ‘Power and Sleep’ - change to ‘Never’

i Home Screen

| Find a setting 2 When plugged in, turn off after
10 minutes v

System

&3 Display

Sleep

= Apps & features When plugged in, PC goes to sleep after
:%  Default apps Never v
[ Notifications & actions
Related settings
I | (O Power & sleep I
Additional power settings
—= Storage

@ Offline maps
Cd  Tablet mode

IO Multitasking

Programs and Features

Open the Control Panel
Power Options
Right-Click on the Windows Icon
and select ‘Control Panel’ from
the extended menu

Event Viewer

System

Device Manager
Metwork Connections
Disk Management
Computer Management

Command Prompt

h
XIlnEn) Command Prompt (Admin])
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Click on ‘Administrative Tools’

All Control Panel ltems

I » Control Panel » All Control Panel ltems »

Adjust your computer’s settings

I ? Administrative Tools I g AutoPlay '@ Backup and Restore (Windows 7}
%@J BitLocker Drive Encryption Bl Color Management Credential Manager
_-,L Date and Time @ Default Programs iy Device Manager
s Devices and Printers 1 Display @ Ease of Access Center

] File Explorer Options &) File Histary Flash Player (32-bit)
A Fonts o HomeGroup ,;J—f, Indexing Options
E- Infrared Internet Options [ Java
Keyboard €2 Language (B Mail (32-bit)

B Mouse v= MNetwork and Sharing Center lj Personalization
[ Phone and Modem @ Power Options E Programs and Features
@l CQuickTime (32-bit) & Recovery ﬁ' Region

Q:) RemotelApp and Desktop Connections P Security and Maintenance Iy Sound

@ Speech Recognition 2 Storage Spaces @ Sync Center

E3 system Taskbar and Mavigation [ Troubleshooting
82, User Accounts HaWindows Defender @ Windows Firewall
aWindows Live Language Setting iLWindowsTo Go [# Work Folders

In the list of tools, find and double-click on the ‘Local Security Policy’ shortcut

ﬁ:ﬁ | = | Shorteut Tools  Administrative Tools

Home Share View Manage

i ?E » Control Panel » All Control Panel ltems » Administrative Tools

. 2. Component Services ',E-Cu:umputer Management
3 Quick access o .
#m Disk Cleanup £ Event Viewer
I Desktop ¢ | ,:'_J_u Local Security Policy | "5 ODBC Data Sources (32-bit)
W Downloads  # %) Performance Monitor 2 Print Management
Documents o o SETVICES ':.‘E.System Configuration
o Dropbox » '::l-)Tasl-: Scheduler ﬂ'Windows Firewall with Advanced Security
“XITRON = P
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Click ‘Local Policies, then double-click Security Options’

T Local Security Policy -
File Action View Help
| 2@ X

T Security Settings Mame Description
4 Account Policies

4 Audit Policy Audit Policy

| Tl ilis | ' User Rights Assignment User Rights Assignment

| Windows Firewall with Advanced Sec
| Metwork List Manager Policies
| Public Key Policies
| Software Restriction Policies
| Application Control Policies

g IP Security Policies on Local Compute
| Adwvanced Audit Policy Configuration

ecurity Options Security Options

Locate ‘Accounts: Limit local account use of blank passwords to console login only’

Double-Click to change to ‘Disabled’

T Local Security Policy - [m| X
File Action View Help

== 7EXEE HE

Fh Security Settings Palicy - Security Setting
5 Account ??Iicies ls) Accounts: Administrator account status Disabled
via LI?CE|P0.|ICIES ls| Accounts: Block Microsoft accounts Mot Defined
= 3ud|1;;n":\cyn . Accounts: Guest account status Disabled
se1 ights Assignment imit lecal account use of blank passwords to console logen only Disabled
= Windows Firewall with Advanced Sec lis) Accounts: Rename administrator account Administrator
 Network List Manager Policies lis) Accounts: Rename guest account Guest
| Public Key Policies lis) Audit: Audit the access of global system objects Disabled
" Software Restriction Policies ls) Audit: Audit the use of Backup and Restore privilege Disabled
z Application Control Policies ls) Audit: Ferce audit policy subcategory settings (Windows Vista or later) to override audit policy category settings Mot Defined
g IP Security Pelicies on Local Compute l2g) Audit: Shut down system immediately if unable to log security audits Disabled
| Advanced Audit Policy Configuration|| [ DCOM: Machine Access Restrictions in Security Descriptor Definition Language (SDDL) syntax Mot Defined
1) DCOM: Machine Launch Restrictions in Security Descriptor Definition Language (SDDL) syntax Mot Defined
115 Devices: Allow undock without having to log on Enabled
11z Devices: Allowed to format and eject removable media Mot Defined
11z Devices: Prevent users frem installing printer drivers Disabled
1y Devices: Restrict CD-ROM access to locally logged-on user only Mot Defined
1y Devices: Restrict floppy access to locally logged-on user only Mot Defined
\iy) Domain centroller: Allow server operators to schedule tasks Mot Defined
l2iy Domain centroller: LDAP server signing requirements Mot Defined
12y Domain centroller Refuse machine account password changes Mot Defined
12y Domain member: Digitally encrypt or sign secure channel data (always) Enabled
z | Domain member: Dioitallv encrvot secure channel data (when possiblel Enabled 5
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Back to Control Panel

AR

Share View

yis ? Control Panel 9

P
#F Quick access

Shartcut Tools

Manage

All Control Panel ltems »  Administrative Tools

#5= Compenent Services

7 Disk Cleanup

[ Desktop *
* Downloads
Documents o
& Dropbox -
[&] Pictures -

£ DENVICES

;:‘h Local Security Policy
(%)) Performance Monitor

":E)Task Scheduler

Administrative Tools

',fl Computer Management

E Event Viewer

% ODBC Data Sources (32-hit)

"&; Print Management

';JB System Configuration

ﬂ'Windows Firewall with Advanced Security

Select ‘User Accounts’

Small icons ~

View by:

All Control Panel ltems

« >

Adjust your computer's settings

?E] Administrative Tools
%ql BitLocker Drive Encryption
_-,L Date and Time
s Devices and Printers

=] File Explorer Options

A Fonts

E Infrared
Keyboard

8 Mouse
[ Phone and Madem

@G QuickTime (32-bit)

3 RemoteApp and Desktop Connections
@ Speech Recognition

d System

82, User Accounts I

Windows Live Language Setting

v P » Control Panel » All Control Panel ltems »

Ea AutoPlay
LA Color Management

LTE“ Default Programs
1 Display

&) File History

4 HomeGroup
Internet Options
€2 Language

u= Metwork and Sharing Center

@ Power Options
@ Recovery

P Security and Maintenance

= Storage Spaces
Taskbar and Navigation
Ea Windows Defender

EL Windows To Go

@ Backup and Restore (Windows 7)
Credential Manager

iy Device Manager

@' Ease of Access Center

Flash Player (32-bit)

,,;j, Indexing Options

|| Java

B Mail (32-bit)

l_i Personalization

E Programs and Features

ﬁ' Region

Iy Sound

@ Sync Center

Troubleshooting

i Windows Firewall
Work Folders
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Click ‘Change User Account Control settings’

82, User Accounts

« « 4 B » Control Panel » All Control Panel ltems > User Accounts

Control Panel Home

Manage your credentials
Create a password reset disk

Manage your file encryption
certificates

®) Configure advanced user
profile properties

Change my environment
variables

Manage another account
) Change User Account Control settings

Make changes to your user account

Make changes te my account in PC settings

Dina Lanham
Local Account
Administrator
Password protected

®) Change your account name

) Change your account type

Slide the bar down to ‘Never notify’

G User Account Control Settings —
Choose when to be notified about changes to your computer
User Account Control helps prevent potentially harmful pregrams from making changes to your computer.
i Tell me more about User Account Control settings
Always notify
- - Newver notify me when:
®  Appstry to install software or make changes to my
computer
- - ® | make changes to Windows settings
—. - o Mot recommended.
Mewver notify

Click ‘OK’ and close the window



